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Manage users and Process flow Recognised globally for
testing from one place management enhanced grading capabilities
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Identify phones; Give pricing at store Print customised
make, model etc. or national level labels

X

Detect and Tethered and/or Check for OEM/Carrier locks;
deflect faults wireless approach Lost, Stolen & Blacklisted
H : ®
‘e
Accurate Securely wipe Real time reporting
assessment data ensuring provided on your
GSNMA of devices customer privacy own dashboard

INTEGRATED




BlackBelt 360 Features

The new 360 application has the ability to manage
settings from the dashboard for each processing
computer.

Super admin login has the ability to set up unique
profiles per station, and then assign users to the
profile for processing.

Creating different profiles allow you to set up
different computers with different commands
based on business needs.

Manage Profile tab is where you set up and
manage the profiles created

Settings are now controlled in Dashboard versus
application, allows Super Admin to make changes
across all profiles

General Settings tab: Ability to select Operation
Mode

DW (Data Wipe) only

AT (Analyst) Only

Manual Mode: Allow operator to select AT or DW
when processing device

Automatic Mode: Start with AT and upon
completion will automatically DW

Other key features

BlackBelt

blockbelt

smartphone defence
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Securley removes user data from smartphones: o> HN

+ Data removed beyond recovery and tested by using commercially available forensic
analysis tools such as Cellebrite and Oxygen, on most popular smartphones with default
manufacturer firmware

+  Cloud based audit trail confirms identity of all processed devices
+ Ability towipeupto 128 devices at any time using recommended hubs and PC specifications

* Live lost/stolen check via GSMA

Microsoft Windows based productivity software solution which provides an easy-to-learn-
and-use mobile device analysis platform for workstation operators in any smart device
processing environment

Automatically collects phone and tablet specific data, guides the operator through a series of
standard tests, records the results of the test session and outputs a report in industry standard
XML for integration with existing Management Information and Quality Control systems

Improves operator productivity, increases accuracy, reduces costs, generates valuable

management data and provides a clear repair/refurbishment audit trail by recording and
comparing pre and post refurbishment analysis data

Helps to reduce the incidence of non-viable phones or tablets being processed and data wiped
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+ Android / 10S + Physical Test + Sound + Vision
+ Device info + Hardware keys * Mics + Automated Screen test
*+ Battery Health + Soft keys + Speakers + Camera / Video
+ Jailbreak/Rooted + Live call + Touch ID
* Live lost/stolen check + Finger print
via GSMA

www.blackbeltdefence.com

BlackBelt SmartPhone Defence Limited — Company number: 05286787
Helm Bank, Natland, Kendal, Cumbria, LA9 7PS. E | info@blackbeltdefence.com




